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A b s t r a c t

he Federal Reserve, the Federal Deposit Insurance Corporation, and the 

TTreasury Department recently took extraordinary actions to help 
prevent the collapse of  Silicon Valley Bank (SVB) and Signature Bank 

from spilling over and igniting a potential financial contagion. The Fed created a 
new lending program and took other steps to infuse liquidity into banking 
institutions in distress. In addition, the three agencies invoked the “systematic 
risk exception” as modified in the Dodd-Frank Act to protect all deposits held by 
the two banking institutions. Government officials have since attempted to 
clarify when the systemic risk exception might or might not be used. While 
congressional action likely is required for any broad expansion of  deposit 
insurance protection, it is our view that in light of  recent events, for all intents 
and purposes, policymakers have placed themselves in the exceedingly and 
politically difficult position of  not letting even small banks suffer deposit runs in 
the future. As a result, the federal government arguably has become the ultimate 
guarantor of  all deposits, large and small.
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Background to the Study 

Market purists are bemoaning this state of  affairs, but the genie of  all deposit protection is out 

of  the bottle. It can't be put back in. The speed of  the run on SVB, the bank was closed in less 

than 24 hours after the run was mounted has exposed the fact that “market discipline” 

seemingly imposed by uninsured depositors can be so destabilizing to the banking system as a 

whole that it will be impossible to run the experiment of  not protecting them, at any bank of  

any size, in the future. All this calls to mind General Colin Powell's famous caution in 1991, 

warning policymakers about having military forces going all the way to Baghdad in the war 

back then: “If  you break it, you own it.” Although the federal government now does not 

“own” the nation's banks, it now implicitly owns the risks associated with all depositors, who 

fund roughly 90% of  the $23 trillion dollars of  assets in the banking system. Those risks are 

inextricably linked with the monetary policies the Fed pursues, specifically monetary 

tightening, which can impair banks in two ways: by increasing the likelihood of  credit losses 

and by causing the market values of  their assets to decline, potentially by more than the 

offsetting market values of  their deposits as interest rates increase. Although SVB had other 

problems, its deposit base was almost entirely almost entirely uninsured and was heavily 

concentrated among venture capital investors it is hardly lone in having an “interest rate risk” 

problem due to the Fed's anti-inflation campaign. Public reports indicate that the entire U.S. 

banking system has over $600 billion of  unrealized losses in marketable securities alone, not 

counting any additional unrealized losses in banks' loan portfolios, representing a substantial 

portion of  the $2.2 trillion in reported capital, in the aggregate, of  all roughly 5,000 banks. 

 

What then, should federal regulators do now? The government will rightfully turn its attention 

to evaluating and intensifying various regulatory and supervisory requirements for banking 

institutions. The Fed also will examine its supervisory oversight process to identify any of  its 

own failures. These efforts all make sense. But in light of  the speed of  the deposit run at SVB 

and the prospect and dangers of  similar fast runs at weak banks in the future, reviews should 

do more than simply taking the well-trodden road of  increasing regulatory requirements. It is 

believed that one important lesson from the SVB failure is that the world of  banking now 

moves at a different speed than the regulatory framework that was originally designed to 

oversee it. For instance, in this age of  social media and instant news, information spreads with 
3breathtaking speed and scale, potentially adding another accelerant to deposit runs.  For their 

part, the banking agencies appear to acknowledge these changes. Rohit Chopra, the head of  

the Consumer Financial Protection Bureau, stated at a recent industry conference that “there 

is no question that … one viral social media posting really could have a contagious effect. So, I 

am not really sure there's a clear solution of  that other than us as regulators and industry 

accepting that faster communication is an opportunity and a risk.” In his recent testimony to 

Congress, Michael Barr, the Fed's vice chair for supervision, also acknowledged how 

regulators must “evolve” their “understanding” of  the banking business, and implicitly their 

regulation and supervision of  it, given “changing technologies”. In this brave new world, 

banking regulators and policymakers more broadly must think outside the box and build and 

use new tools. Regulators need the capability to gather timely intelligence and respond more 

quickly and systematically, even if  we are wrong in our view that now all deposits at all banks 

are de facto insured.
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The four recommendations below would improve banking system oversight by creating a 

monitoring system with built-in processes that routinely collect, analyze, and interpret 

information in real time and thus provide early warnings about the health of  regulated 

institutions, individually and as a whole. More specifically, it is recommended that:

1. The development of  a centralized and automated real-time financial monitoring 

system (RFMS) for regulators. This system would require, at minimum, every 

banking institution above $100 billion in assets to input a daily set of  key financial 

data, including other comprehensive income (OCI). In addition, the RFMS would 

provide a real-time, automated analysis of  financial standings of  individual banks and 

the system as a whole in order to identify weaknesses. Results from this RFMS can 

augment, and also be used to challenge, the supervisory process.

Currently, supervisory oversight is largely a backward-looking exercise, a challenge in a fast-

moving environment. Bank examinations are inherently a point-in-time health check. And 

regulators often have to work with information that is somewhat dated or point-in time 

snapshots. And by the time supervisory analyses are rolled up into exam reports and 

CAMELS ratings months later, the information is already dated. “Supervisory monitoring” 

designed to supplement examinations relies heavily on quarterly regulatory reporting data 

(Call Reports). By the time, regulators get access to the Call Reports, however, the bank data is 

more than 30 days old and, in the case of  holding companies, more than 45 days after the 

quarterly snapshot. We acknowledge that the regulators do have a limited set of  daily and 

weekly data collection processes in place. However, these processes often apply only to the 

very largest banking organizations and/or seek only a limited, specific set of  data. There is no 

tool currently available to the regulators and supervisors alike that would provide a real-time, 

unvarnished (e.g., changes in OCI), and comprehensive picture of  the financial health of  

institutions above $100 billion. Real-time monitoring will correct for these limitations.

2. Along with the RFMS, the development of  a robust, automated early warning system 

to help regulators identify and flag banking institutions with a significant risk profile. 

The early warning system could trigger automatically if  certain conditions are met, 

including deteriorating financial data from the RFMS, individual bank or industry 

trends that might indicate significant risk-taking behaviors such as unusually fast 

growth or unhedged mismatches in the durations of  banks' assets and liabilities 

(which would permit the regulators to calculate the market values of  at least all the 

banks' marketable securities), or direct warnings from the supervisory process. We 

also believe that the automated feed of  real-time data and real-time analysis with built-

in early warnings would make it easier for and essentially force the regulators to 

recognize and deal with emerging issues

Additionally, the SVB failure again demonstrated that fast-moving or major shifts in 

economic policy (such as the significant fiscal and monetary policy actions taken during the 

pandemic emergency) can have consequences. While the Fed's supervisory stress tests are 

designed to measure the capital adequacy of  large banking organizations under hypothetical 
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stress conditions, the process, by design, does not work well in fast-moving macro 

environments. For example, the supervisory tests run annually, with test scenarios released in 

the first quarter of  any given year. With a real-time monitoring system of  banks in place, the 

Fed's monetary policymakers and regulators alike can independently conduct their own 

capital and liquidity stress tests with any additional scenarios they determine as necessary.

3. Given the “all deposits are protected” regime that may be effectively in place, if  

supervisors find unsatisfactory results after investigating early warnings, they should 

be able to take the set of  escalating supervisory actions that is already allowed under 

the law without as much (or any) fear of  contagious bank runs once word of  those 

actions becomes public. These supervisory interventions could range from informal 

and formal enforcement actions to ultimately closing the institution. With a real-time 

monitoring system in place, coupled with strengthened resolve by the supervisors to 

take these timely interventions, supervisors will be much better positioned to prevent 

those institutions that are now at or near market value insolvency from “gambling for 

resurrection” by taking additional risks in between exams.'

4. Finally, a real-time regulatory framework will require nimble and coordinated 

response among different regulators. The current regulatory framework, by design 

and history, has many layers of  review and interagency consultations. That 

framework offers the benefits of  checks and balances as well as multiple perspectives. 

However, it also makes it challenging to get a clear picture of  what's happening in the 

banking system with different banking regulators. For example, federal and state 

regulators may not always see eye to eye and therefore may need to negotiate to find 

common ground on a myriad of  details, such as what sample data to review, who to 

interview during exams, or what exam outcomes should be. even within the same 

agency, there are internal processes within individual regional offices and between 

regional offices and agency headquarters for reviewing exam reports and enforcement 

actions. Trying to get them to communicate and agree on how to deal with fast-

moving events can be complicated. In particular, banks deemed to be operating in 

good condition (CAMELS ratings of  1 or 2) would typically receive a written 

communication to correct deficiencies within a fixed timeframe and to submit the 

results for review before the regulators consider escalating actions.

In fast-moving situations rapid growth in assets combined with rapid changes in interest rates, 

as SVB experienced such a methodical approach may work against the regulators taking 

timely action. Therefore, the RFMS and early warning system described above must be 

accompanied by a streamlined and nimble decision-making process that requires banks to 

correct problems quickly as well as by simplified communication and messaging protocols 

across the bank regulatory agencies.

 

Conclusion

There will be challenges to pivoting the existing regulatory framework towards real-time 

monitoring. For example, designing such a monitor would require strong safeguards against 
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cyber and information security risk. How to handle the transition, among other details, also 

would need to be ironed out. This paper's recommendations do not address shadow banks that 

continue to operate outside the regulatory purview, despite their growing risks to the financial 

system. But getting a much better handle on the risks in the regulated banking system through 

adoption of  the foregoing recommendations at least will represent a major step toward a safer 

and more resilient financial system.
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